
Data Protection/Privacy
▶ DPS for publicly reachable Service is of course necessary
▶ however for local services in development phase this is a major

problem
▶ expected time to approval at Uni Bonn O(Months)
▶ likely similar at other institutions

▶ DPS also requires to know what data is needed, how it is
stored etc.

▶ subject to frequent change during development, new DPS
approval necessary each time?

▶ SIRTFI problematic as well
▶ need personnel to be on call at all times
▶ dedicated secruity team
▶ need to have AUP and have it accepted by all users
▶ many other ”minor” steps need to be taken

▶ HRZ (responsible at Uni Bonn) assessment: undoable

▶ even if it were doable, they would likely not want to do this
for a development service in a ”Drittmittel” project
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are checked

5. User is informed
about exposed information

6. Supply Access
Token to Service
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9. User supplies Token to start Job

10. Job needs to read/write file

11. Does the user
identified by this

token have
permission to do

this?

12. Allow or Deny


